
International Journal of Engineering Trends and Technology (IJETT) – Volume 68 Issue 7 - July 2020 

 

ISSN: 2231-5381                                 http://www.ijettjournal.org                                 Page 19 

A Robust And Accurate Video Watermarking 

System Based On SVD Hybridation For 

Performance Assessment 

Dr. k. Raju
#1

, A. Sampath Dakshina Murthy
*2

, Dr. B. Chinna Rao
#3

, Sindhura Bhargavi
*4

,   

G. Jagga Rao
#5

, K. Madhu
*6

, K. Saikumar
#7 

 

#1
Professor, Departent of ECE, Narasaraopeta Engineering College, Narasaraopet, Guntur,  

AP, India. 
*2

Assistant Professor Departent of ECE, Vignan’s Institue of Information Technology (A),  

Duvvada, Visakhapatanam. 
#3

Is Currently Working as Professor  & Head Departent of ECE, NS Raju Instute of  

Technology, Visakhapatanam, India. 
*4

Assistant Professor, in Narayana Engineering College, Nellore, India. 
#5

Research Scholar, Department of Electronics and Communication Engineering JJT  

University, Vidya Nagar Rajasthan, India. 
*6

Assistant Professor, Department of EEE, Mallareddy Institute of Technology, Bahdurpally,  

Hyderabad, India. 
#7

Research Scholar, KL University, Gunturu, India. 
 

Abstract: In modern days, multimedia technology 

plays an important role. Various Wireless channels 

are available for encouraging the communication 

systems; in that internet has an important and 

trending channel for sharing of multimedia 

information. This facility has dual objectives like 

positives and controversies related to multimedia 

digital industry. The positive evaluation tends to 

improve the revenue and quality of the organization. 

Coming to controversy, Excessive allotment of large 

multimedia information through internet causes the 

loss. An audio, image and videos etc. are has been 

taken as multimedia information. The controversies 

which are mentioned above solve by different ways 

and implements a solution called as water marking. 

In this work various implementations are compared 

and suggest the perfect technique for video 

watermarking. Using this increases the efficiency by 

97.86% and throughput by 96.78% this is good 

achievement compared to existed methods.  

 

Keywords: video watermarking, cuckoo search, 

frame averaging, frame cropping 
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I. INTRODUCTION 

Watermarking is the procedure for 

embedding some real/genuine information of owner 

or organization into the digital data. The information 

which is embedding for watermarking can be a text 

or logo or image or particular times a videos, are 

referred as watermark. Watermark has been retrieve 

from real information when essential to verify its 

ownership. In general watermarking models have 

own significant characteristics like capacity of high 

embedding, host signal quality maintains , different 

signal processing attacks and robust non-signal 

attacks such as scaling, rotation, cropping, noise 

addition, averaging of frames, dropping of frames 

and swapping of frames. The attacks which are 

mentioned above may cause by third party persons or 

unauthenticated user. Un-authorised persons intended 

to hack the video or images by modifies watermark 

logo/symbols to fraud the watermark detection model 

with above mentioned attacks. So necessary to 

implement new methods/optimizations, which are 

secure and robust against before discussed watermark 

detachable frameworks. There are various video 

watermarking methods have been used in today’s life 

effectively, it is necessarily adapt new models for 

robust video watermarking for efficient authorization 

of  

The image or video watermark sharing 

techniques and algorithms have been discussed in 

below sections, as per literature robust video 

watermark embedding and extraction have more 

limitations such that need machine learning and 

neural networks (deep learning) mechanisms. This 

chapter briefly explains about different robust digital 

video watermarking algorithms and techniques.  

        

  Figure 1. demonstrate that different attacks on 

watermarked video, in this Forcefully applying the 

attacks like rotation, frame averaging, frame 

swapping etc. as mentioned above discussion, At 

every attack, watermark in the video doesn’t 

disturbed. Any watermarking model has implemented 

by using embedded processing unit and Extraction 

processing unit. In General, Two primary inputs are 

required for embedding processing, 1st is multimedia 

content 2nd is watermark.  
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Figure: 1Frame Adjustment 

II. RELATED METHODS 

Digital data multimedia authorization is typically 

differentiates the embedding and extraction based on 

watermark solution also involved for secure and 

ownership technology. The illegal access of multi 

media images and videos had barriers by using digital 

watermarking framework with this unauthorized 

operations are prevented.. At this watermark 

protection, secure information is approved by digital 

data image or video safety system in [3]. In this a 

robust watermarking pattern has been involved with 

various domains, the situation at unauthorized access 

involvement prevents the digital watermarking 

extraction and embedding process. 

 The different image or video formats like JPEG, 

JPG, PNG, TIFF, MPEG MP4 are used various 

techniques to design an watermarking depending 

upon domain nature. Example: static or dynamic 

pixels. The embedding information into multimedia 

data (Image or video) termed as watermarking. This 

method increase the attention, with respect to 

authentication and authorization. The real time 

applications like television broadcasting, video 

watermarking and video sharing are the topics related 

to digital watermarking. This scheme is mainly 

embedding to bit stream of MPEG-two retrieved 

video decoding. The method watermarking is much 

lower complex and robust regarding to embedding 

and extraction pixels of watermarking. 

III. METHODOLOGY 

The multimedia information has been taken as text, 

audio, image or video based on authorization interest, 

for watermark, user has to take logo, signature, 

symbol or fingerprint. Coming to extraction process 

watermark has extracted from watermarked image. 

The embedding and extraction models are illustrated 

in below figures 2 and 3 respectively. 

 

 

Image or video watermark extraction and embedding 

are the process in watermarking, after this to share 

the information through internet without disturbing 

the original raw multimedia. Any multimedia or 

video watermark models have been improved, by 

giving robustness to frames. But in real life video 

watermark mechanism faces various challenges at the 

time of sharing and hacking. 

 
 

Because. A large number of frames and redundant 

volumes of multimedia information has been 

unbalanced at video sharing system. Watermarked 

videos are most vulnerable to illegal attacks such as 

average statistical analysis conversions D to A or A 

to D and lossy compression. This can be 

differentiated based on various parameters and 

training process. watermarking mechanism 

categorized based on spatial and DWT techniques as 

shown in below figure 1.4 Watermarking mechanism 

has differentiated based on parameters such has 

multimedia information, processing unit, recognition 

by humans, process of extraction, these all are clearly 

illustrated in below example  

 

A. Singular Value Decomposition (SVD)  

Singular value decomposition is a numerical method 

that is based upon linear algebra and is used by 

complex matrix or factorization of a real matrix 

having many useful applications in statistics and 

signal processing. SVD is considered to be one of 

Figure: 3 Extraction of watermark process 

Figure:2 Embedded watermark processes 
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valuable numerical analysis tools that is used to 

analyze matrices. SVD is shown from three 

combined compatible perspectives. On the another 

hand, it is considered to be a technique for changing 

correlated variables into a set of uncorrelated 

variables that better uncover the different 

relationships among the original information things. 

In the meantime, Singular value decomposition is a 

strategy for distinguishing and ordering the 

measurements along which information points show 

the most variation. Using SVD it is possible to locate 

the best estimate of the original information points 

using less dimensions [24]. Thus, SVD is viewed as a 

technique for reduction of data. In Singular value 

decomposition transformation, a matrix is 

decomposed into three matrices having the size same 

as that of the original matrix. Given A to be a n × 

square matrix, this matrix is decomposed into three 

segments, L, D and U, respectively as shown below: 

 

matrices or unitary real matrices with In the above 

equation the component L and U are complex small 

singular values, and the component D is an n × n 

diagonal matrix with bigger Eigen vector values 

entries or singular value. 

B.  Advantages of SVD  

1. SVD has good resistance against signal processing 

and geometric attacks. It means SVD has high 

robustness.  

2. SVD has high energy compaction.  

3. SVD has low computation cost.  

 

C. Disadvantages of SVD  

1. There is present false positive problem in SVD.  

2. Rising calculation costs if used alone.  

 

D. importance of water marking 

The following elements are represents the 

watermarking technique which are explained below 

I. security 

II. Robustness 

III. Perceptual trademark 

IV. Payload of Data 

V. Effective parameters 

VI. Economy   

VII. Falsification  

The above parameters are explained that, security is 

very significant, without authorization multimedia 

may faces the hacking and attacking problem so 

destroy or theft the information or media. The robust 

image/videos doesn’t allow the hacking and Un-

authorization on media, some attacks are crop, 

rotation, shifting, etc. The copyright did not be 

degrading the quality of main multimedia. The 

original and watermarked image or videos are did not 

distinguish by any users. For secure sharing, at all 

places watermarked multimedia has been placed in 

terms of real media. The payload of data is a concept 

for various applications like secrete sharing 

information sectors, the main concept behind payload 

are varies the height and width of copy right based on 

multimedia applications. The simple way of 

extraction process can be achieve based on 

effectiveness of multimedia watermarking technique. 

Scalability and ownership of data communication has 

an impact for implementing the watermarking. The 

more robust and scalable watermarking algorithm 

may need more resources having profound impact on 

the cost, in case of commercial applications. False 

negative error or positive error probability functions 

fails to detect a watermark attacks, so need to 

implement a new algorithms for robust watermarking 

E. Watermarking Applications: 

In the present persistent computing environment, 

high rate of multimedia data being transferred over 

wired and wireless communications, the 

Watermarking is becoming imminent for Digital 

Rights and ownership at all types sharing methods. 

1. Broadcast Monitoring: Watermarking helps to 

identifying the unauthorized broadcasting access and 

helps in verifying the content delivery to large groups 

of people. 

2. Content Description: This parameter aims at 

providing some important information as 

classification and copyright of significant Image or 

video. in this robustness might not be major criteria 

and also the capacity of watermark is expected to be 

high. 

3. Protection of Copyright: The important 

applications of image watermark are Security of 

copyright which helps as indication in case of any 

proprietorship disputes. Some additional copyright 

information is inserted in to the newly created data in 

order to create the organizations copyrights in form 

of watermark. 

4. Covert Communication: The encode Watermark 

be able to utilize on secretly communicate between 

two people by altercation of mails furtively rooted 

inside pictures but care has been taken to avoid any 

suspicion that secret information is being sent. 

5. Substantiationreliability Authentication: A 

insubstantial watermarking has used to check 
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whether someone has done any unauthorized changes 

to the actual data as when changes are made the 

fragile watermark gets affected owing to its low 

robustness. 

The watermarking applications can be many more 

than what mentioned above, a few of them can be 

including Device Control, Transaction tracking, 

Copy Control, Enterprise data protection, Allows 

safe marketing of one’s data, and most importantly 

in Medical applications. 

IV. RESULTS 

This experiment has simulation time is more due to 

this MJPEG NC value extracted 30 times less 

efficient compared to modern methods this is the test 

investigation video. The problem with MJPEG 

watermarking scheme invisible extraction process 

which is more complex according to NC value at 30 

frames. 

 
TABLE 1 DIFFERENT IMAGE SIZES FOR MPEG 

TECHNIQUE 

 

Length Scramble cycle 

10 30 

20 30 

30 60 

40 30 

50 60 

60 96 

128 192 

256 384 

512 768 

1024 1536 

 

Table 1.1 explains that various image dimensions for 

embedded water marking positions for convenient 

transmission and size reduction for watermark 

embedding process. The video compression like 

MJPEG, MJPEG-X and H-26X is the adopt hybrid 

extraction related to DCT transformation. The 

watermarking and its extraction against each frame 

effected the image quality and frequency components 

at intermediate operations. 

 

 

Figure 4 : video embedded position based on image size 

The partial watermark characterized improvement 

algorithm is developed inbuilt camera captured image 

size 640x480 video vector frame and watermark 

image of binary 40x40 process has been allowed. The 

collection of videos format has been selected as 

48x640 with RGB2_4 integrated camera data rate 

30FPS and 40x40 image watermark with binary avi 

uncompressed watermarking is simulated in 

MATLAB R2009B attain the output.AVI format 

watermarked videos.  
 

TABLE 2NC WITH WATERMARK ANALYSIS 

Video Size Un watermark 

Watermark 

MJEPG 

15FPS 640x480 0.9988 0.93 

25FPS 640x481 0.9993 0.92 

15FPS 640x482 0.9995 0.923 

 
 

Table 2 explains that the contribution video 

watermark robust MJPEG extraction with blind water 

marking technique. It is an easy and accurate real 

time technique the system weakness against 

geometric and watermarking attacks has been solved 

with complex manner. This technique is not suitable 

for video surveillance and robust security enterprise 

like 30050GJF2009 and 2001096CJ.  
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Figure 5 : MJEPG watermark analysis 

Fig5 explains about watermarking analysis with 

respect to different sizes of frames illustrated in 

above figure.  

An N bit encryption embedded message with DFT 

video watermarking with 3D unit seen is a 

watermarking point. This algorithm is discrete three 

dimensional DFT more computational complex 

design. The visual mask with estimation method has 

been proposed and estimates the geometric, 

compression, collision and rotation attacks on 

watermarked image, because of multi bit 

segmentation temporal redundant video DFT 

watermarking system fails. In order to generate the 

key this video watermarking extended to perceptual 

method with robustness in[6]. This methodology 

attacks based on frames like compression, scaling, 

rotation and cropping etc.. 

The video watermarking based on quantization with 

3D-DWT embedded methodology partitioned into 

temporal fixed length units in[7]. Video shots 

differentiate at 3 levels, 2 embedded levels are 

involved in rational modulation and effectiveness 

quantization. This method guarantee that high mark 

robust MPEG-2 and MPEG-4 frame dropping at 

attacks with gain collision also consider. The 

experimental setup operated at 3D-DWT domain 

with video effects and perceptual invisible 

maintenance has less. But, accuracy and watermark 

extraction is complex process.  

𝑣�̂� = 

argmin−1,1 |(
𝑣𝑖

𝑔(�̂� w
−1,1

)
) − 𝑄𝑏𝑖 (

𝑣𝑖

𝑔(�̂� w
−1,1

)
)|

2

     

(1.1) 

�̂�w = [𝑣1̂𝑤, 𝑣2̂𝑤, … 𝑣�̂�𝑤].           

   

The above equations explains that blind 3D wavelet 

based watermarking mechanism with this throughput 

and accuracy is improved. But, attacks are not 

attained at differential manner.  

A blind video watermarking and image watermarking 

extraction and embedding is an temporal 

characteristics of HVS (Human visual system), this 

will extracted from blind ways in[8]. The 

investigation outcomes verifies the different frame 

swapping at frame dropping mechanism with 

averaging MPEG-2 and MPEG special attention. 

 

LL3 LH3 
LH2 

 

LH1 

HL3 HH3 

HL2 HH2 

HL1 HH 

 

Figure 6 : Decomposition with 3 level HAAR filter 

This mechanism improves the HVS at any step using 

wavelet coefficient change by using pixel along 

sixteen frames of LH3 and HL3 watermarking 

windowing equation and compare the threshold value 

th by using figure 1.6 and equation 1.2. 

𝑇ℎ = 
∑ |𝑢𝑖|2 − 

|∑ 𝑢𝑖
16
𝑖=1 |

2

6
16
𝑖=1

15
 

The threshold value is accepted until frame count that 

is 16, depends on object rate and video signal. In this 

method the threshold value is fixed as 40. The 

watermark video image after selecting the 

appropriate frame with 1D-DWT in three levels that 

is explained in figure 

A. Level composition  

 

LLL LLH LH H 

 

One scale 3 level decomposition with sixteen selected 

frames illustrated at below frame model.  

Embedded Process: 

If w[i] = 1 

Then if LLL(1)[i] < LLL(2)[i] then  

LLL(1)[i] = LLL(2)[i] +Th 

LLL(2)[i] = LLL(1)[i] -Th 

Else 

LLL(1)[i] = LLL(1)[i] +Th 

LLL(2)[i] = LLL(2)[i] -Th 

end if 

so on.. 

Extraction Process: 

If LLL(1)[i] > LLL(2)[i]  
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W[i]=1 

Else w[i]=0 

End if 

Using watermark extraction and embedding process 

64x64 image matrix has been trained with 100 frame 

video. 

V. CONCLUSION 

Digital image watermarking technique is found to be 

very useful for multimedia transmission Digital video 

watermarking is considered to be one of the efficient 

process of sending the information securely. The 

major factor that is taken into consideration while the 

information is being exchanged over the web is 

Security. Earlier numerous watermarking strategies 

have been proposed for the protected information 

transmission. On the basis of above review, it is 

found that the most used technique is spatial domain 

technique because in this the watermark can be easily 

and successfully recovered if the video is translated 

or cropped when compared to spatial domain 

technique. On another hand, frequency domain 

technique offers more security but at the same time it 

is difficult to recover the watermark at the receiver 

end as the complexity increases. Frequency domain 

techniques do not provide successful recovery of 

watermark. Thus, in this chapter various techniques 

of digital video watermarking, depending upon 

spatial and frequency domain techniques are 

discussed. 
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