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Abstract — An effective video watermarking for 
video copy right protection helps to avoid piracy of 
videos. The video is read and it is splitted into the 
frames and they are arranged in the binary tree 
structure according to the number of frames in the 
video. The root frames are selected with the help of 
secret key generated by dedicated cryptographic 
algorithm to extract feature points. The feature 
points of frame and frame-patch of different users is 
taken and it is extracted by using Harris feature 
point extraction. With the help of these feature 
points, the embedding and extracting regions are 
identified. Then the watermark content is embedded 
in Discrete Wavelet Transform (DWT) domain. In 
the extraction process, we synchronize the embedded 
region from the deformed video by using feature 
point matching method. The watermark 
synchronization process is performed to get the 
robust watermarking locations before watermark 
embedding and extraction is performed. Then 
rotation, scaling, translations are performed and the 
values are measured.  
 
Keywords— Harris features, Video watermarking, 
Feature point matching, DWT. 

I. INTRODUCTION  
Due to high speed computer networks and 

the rapid development of the Internet and the World 
Wide Web the usage of multimedia data has been 
increased. The way, in which digital content is 
transmitted across the web led to unlimited 
duplicate copies, therefore to maintain the 
ownership of data becomes difficult. Digital 
watermarking is a promising technique used for 
copy control, identification and traitor tracing. In 
digital watermarking, the watermark content is 
embedded into a video without affecting the quality 
but that can be detected using the dedicated 
algorithm. A watermark is a digital data embedded 
into the multimedia objects like image, audio and 
video. Video watermarking is used to provide 
authentication for the video data by embedding 
digital data into video sequence. Digital multimedia 
plays an important role in applications such as news 
reporting, intelligence content gathering, criminal 

investigation, security surveillance and health care. 
However, this reliability could no longer be granted 
since users can easily manipulate, modify, or forge 
the digital content without causing noticeable traces 
using low cost and easy-to-use digital multimedia 
editing software. Therefore, digital multimedia 
authentication has become an important issue. 
Different related works are performed by various 
authors for video watermarking are: 
Hongyuan Chen [3] proposed a robust video 
watermarking algorithm based on singular value 
decomposition and slope-based embedding 
technique. In this paper, the proposed algorithm is 
characterized by four key features - a robust feature 
obtained by singular value decomposition is 
selected to embed the watermark, a novel slope-
based embedding technique is developed to embed 
a one-bit watermark into several successive blocks 
in the temporal direction, thus enhancing the 
robustness against global attacks, an embedding 
location selection method is used to give priority to 
blocks with small variations that can also enhance 
the visual quality of the watermarked video, a 
temporal synchronization method is introduced to 
effectively withstand temporal synchronization 
attacks.  
Osama S. Faragallah [14] proposed an efficient 
video watermarking based on singular value 
decomposition in the discrete wavelet transform 
domain. This paper presents an efficient, robust, and 
unrevealed video watermarking technique based on 
singular value decomposition (SVD) performed in 
the Discrete Wavelet Transform (DWT) domain. In 
this, DWT-based SVD video watermarking method 
is characterized by two improvements: (1) a cascade 
of two powerful mathematical transforms; the 
Discrete Wavelet Transform (DWT)-based SVD 
using additive method, and (2) an error correction 
code is applied and embeds the watermark with 
spatial and temporal redundancy.  
Majid Masoumi et.al [13] proposed a Blind Video 
Watermarking Scheme Based on 3D Discrete 
Wavelet Transform. In this paper a novel digital  
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Fig 1: Representation of frames in tree structure 

 
Watermarking method for video based on multi-
resolution wavelet decomposition is proposed. The 
core idea in this technique is to implement scene 
change analysis to embed the watermark into DWT 
coefficients of detected motion scene frames. The 
resulting watermarking scheme can be used for 
public watermarking applications, where the 
original video is not available for watermark 
extraction.  
Divjot Kaur Thind [4] proposed A Semi Blind 
DWT-SVD Video Watermarking. Digital 
watermarking was introduced due to rapid 
advancement of networked multimedia systems. 
This technology is first used for images but now 
they have been developed for other multimedia 
objects such as audio, video etc. In this paper a 
digital video watermarking scheme is proposed 
which combines Discrete wavelet transform (DWT) 
and Singular Value Decomposition (SVD) in which 
watermarking is done in the high frequency sub 
band and then various attacks have been done. Tests 
have been undergone to check the proposed idea for 
robustness and imperceptibility. 
Nisreen I. Yassin et al. [5] proposed A Block 
Based Video Watermarking Scheme Using Wavelet 
Transform and Principle Component Analysis. In 
this paper, a digital video watermarking is 
introduced, where a binary watermark image is 
embedded into the video frames. Each video frame 
is decomposed into sub-images using 2 level 
discrete wavelet transform then the Principle 
Component Analysis (PCA) transformation is 
applied for each block in the two bands LL and HH. 
Experimental results show high imperceptibility 
where there is no such difference between the 
watermarked video frames and the original frames. 
In this scheme shows high robustness against 
several attacks such as JPEG coding, Gaussian noise 
addition, histogram equalization, gamma correction, 
and contrast adjustment. 
 
 
 

II. PROPOSED METHODOLOGY 

A. Tree structure representation 
The original video is splitted into frames. 

We proposed a novel method to store the frames as a 
tree like structure. A binary tree is a structure in 
which each node has at most two children at their 
root, which are referred to as the left child and the 
right child. The binary trees are generated according 
to the number of frames in the video. The frames are 
arranged up to the level n=3 and this input video 
there are 283 frames are subdivided into 40 sub 
trees. Therefore the frames are selected based on the 
root, left and right frames in the video with the 
generation of secret key using dedicated 
cryptographic algorithm. 

B. Feature point selection 
The root element of each tree is selected to 

apply the Harris feature point extraction algorithm. 
The feature is an interesting part of an image or 
frame. It can be used to detect the corner points of 
selected frame. The features point selection is used 
to differentiate the frame from its neighbouring 
points and this method can be possible to match it 
uniquely with the corresponding point in another 
frame. Therefore, the neighbourhood of a feature can 
explicitly be different from the neighbourhood 
points obtained from the video frames. 
 
C. Discrete wavelet transform  

Discrete wavelet transforms (DWT) are 
enhanced to discrete the data sets and produces the 
discrete outputs. Discrete wavelet transforms map 
data from the time domain to the wavelet domain. 
The discrete wavelet transform (DWT) is an 
implementation for the discrete set of the wavelet 
scales and translations. This transform decomposes 
the signal into orthogonal set of wavelets. Discrete 
wavelet transform can be used for fast de-noising of 
a noisy signal. Then the original image is 
decomposed into 4 frequency sets that is one low-
frequency (LL) and three high-frequency (LH, HL, 
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HH) sets. Here in this image only LL single level 
component DWT transformation is performed on the 
image for embedding and extraction process. 

 
                 Fig 2 : One level DWT image 
 
D. Feature point matching 

In order to synchronize the embedding 
region and extracting region, we have to find the 
common local features between the deformed video 
and the original video. By using the Harris feature 
point matching, we find that we can detect the 
matched feature for recovering the deformed video. 
The corner points are matched with the randomly 
generated secret key frame number and the frame 
patch of different users. Thus the features points are 
matched according to the corner point detection by 
using Harris feature point matching method. 

 
E. Embedding algorithm for watermarking 
  Our Embedding method for 
watermarking is done by the following steps:  
Step 1: Extract one frame R from the original video 
I according to the secret key generation in the tree 
structure and extract the Harris feature points of 
frame R and frame-patch P.  
Step 2: Then, those feature points are matched using 
the Harris feature point matching with each other to 
find the region for embedding.  
Step 3: Convert the RGB frame of the matched 
region to YCbCr color space in the frame. 
Step 4: Transform Y-component of the frame into 
Discrete Wavelet Transform (DWT).  
Step 5: Embedding T(a,b) ∈ {0, 1}, 1 ≤ a,b ≤ N to 
Y-component in the frequency domain, where N × 
N is the size of the watermark content. T(a,b)is 
converted into an array Tl(c) =T(a,b), c = a + b N, 1 
≤ a,b ≤ N. 
One bit Tl(k) is embedded into the DWT coefficient 
in the frequency domain.  
Step 6: Compute the inverse DWT to obtain the 
modified Y-component and compose it with the Cb 
and Cr components. 
Step 7: Convert the modified YCbCr frame to 
obtain the modified RGB frame.  
Repeat Step 1 to Step 7 for all the frames in video, 
we can obtain the watermarked video.  

 
Fig 3: Block diagram for watermark embedding 
process 
 
F. Extraction algorithm for watermarking 

Fig. 3 describes how to extract the 
embedded content from the watermarked video by 
using Harris feature points matching in the frame-
patch. This procedure consists of the following 
steps.  
Step 1: Extract one frame R from the watermarked 
video T by the secret generation from the tree 
structure and extract the Harris feature points of it. 
Next, the feature points of frame-patch P is used to 
match with those of frame R and detect the 
embedded region. 
Step 2: Based on matched feature points, the 
rotation, the scaling, and the translation parameters 
of the deformed video are calculated. Then, the 
deformed video is restored.  
Step 3: Convert the RGB frame of the matched 
region to YCbCr color space. 
Step 4: Transform the Y-component to a frequency 
domain using DWT. 
 Step 5: Here, the embedded content Tl(c) can be    
extracted from the matched region. 
Repeat Step 1 to Step 5 for all the frames in video, 
we can get all watermark content from the 
watermarked video. 

 
Fig 4: Block diagram for watermark extraction 
process 

III RESULTS AND DISCUSSIONS 
In this paper, we used the vipmen.avi as the 

input video. It consists of 283 frames and the each 
frame size is 561X 425 pixels. The input fame patch 
is also shown in the figure 6. It consists of 237X1 
corner points in each frame. The size of the frame 
patch is 57.3KB.   
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Fig 5: Input video   : vipmen.avi 
                            Size              : 283 frames 
 
 

 
                   Fig 6: Input frame patch 
                          Size: 57.3 KB 

 
The quality of the watermarked video can be 

determined by the Peak Signal to Noise Ratio 
(PSNR). 

 
Peak Signal to Noise Ratio  

Peak Signal-to-Noise ratio, often 
abbreviated as PSNR, is termed as the ratio between 
the maximum possible power of a signal and the 
power of corrupting noise that affects the fidelity of 
its representation. Since many signals had dynamic 
range, it is expressed in terms of the logarithmic 
decibel scale. PSNR is commonly used to measure 
the quality of reconstruction for the lossy 
compression codes (e.g., for video compression). 
The signal here is the original content, and the noise 
is the error introduced by compression. PSNR is an 
approximation to human perception of 
reconstruction quality. Although a higher PSNR 
generally indicates that it is the reconstruction is of 
higher quality of the video. 
Therefore the PSNR value of watermarked video is 
expressed as: 

 
Result comparison 

The following table shows the result 
comparison of PSNR values of different authors and 
the value of proposed method. 

 
 
 
 

Table I: PSNR Value and Author name of 
various methods 
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15.88 15.
88 

38.09 40.3
2 
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6 

33.4
5 
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48 
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IV CONCLUSION 
In this paper, we have employed the 

Harris feature point extraction to develop video 
watermarking and the frame selection using secret 
key generation of dedicated cryptographic 
algorithm to achieve robustness. By using the 
proposed method, the frame selection is easy to 
match with the frame patch of different user. In 
this we can solve three challenges. First, we have 
proposed the frame-patch matching technique 
using the Harris feature point extraction for 
synchronizing the embedded and extraction 
regions in the watermarking video. Second, by 
introducing the Harris feature point extraction, we 
can say that the local feature is more robust and it 
can help our method to restore the deformed 
video. Finally, based on the advantage of our 
method, we can provide the ways to trace the 
illegal redistribution and to judge the legal users 
when the problem of digital property dispute 
happens. There are still some issues left for future 
work. For instance, we want to reduce the 
computation cost to apply our method for real 
time video watermarking. For this issue, we have 
to reduce the cost of matching process, e.g by 
performing the generation of secret key for frame 
selection from the binary tree structure.  
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Fig 7: Graphical representation of PSNR values 

 
In this paper, we also have focused on the high 
robustness of the video against geometrical 
attacks, video processing attacks, compression 
attacks and temporal attacks. 
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